**Отчёт команды №15**

1. **Анализ сети**

Подключившись к серверу по ssh, мы обнаружили два интерфейса, введя команду ifconfig. Затем просканировали подсети интерфейса, используя nmap. Нашли

роутеры на 10.0.15.12, 10.0.15.13, 10.0.15.14

1. **Task4**
2. Использовав команду binwalk, нашли пятый файл который отсутствует при распаковке архива.
3. Восстановили поврежденный архив с помощью Zip Repair
4. Использовав команду strings для архива, обнаружили названия шифров и ключи к ним (twofish, serpent). В формате порядок.название\_шифра.ключ
5. Дешифровали скрытый пятый файл
6. После дешифровки получили запароленный rar-архив
7. С помощью Crark подобрали пароль к архиву (brute force)
8. Получили изображение с флагом

С ip 172.16.222.50 с рандомного порта идут запросы на нашу машину порт 40420.

IP атакующего – 172.16.0.15 172.16.222.50